KiSiSEL SAGLIK VERILERi HAKKINDA YONETMELIK

BIRINCi BOLUM
Amag, Kapsam, Dayanak ve Tanimlar

Amag

MADDE 1 —(1) Bu Yonetmeligin amaci; 24/3/2016 tarihli ve 6698 sayili Kisisel Verilerin
Korunmasi Kanunu hikimleri kapsaminda, Saglik Bakanhginin merkez ve tasra teskilati birimleri ile
bunlara bagh olarak faaliyet gostermekte olan saglk hizmeti sunuculari ile bagh ve ilgili kuruluslari
tarafindan yiritilen siire¢ ve uygulamalarda uyulacak usul ve esaslari diizenlemektir.

Kapsam

MADDE 2 — (1) Bu Yonetmelik, kisisel saglik verisi isleyen 6zel hukuk gergek ve tlzel kisileri ile
kamu hukuku tizel kisilerinin, Saglk Bakanlig tarafindan yiritilmekte olan siire¢ ve uygulamalara
iliskin faaliyetlerini kapsar.

Dayanak

MADDE 3 - (1) Bu Yonetmelik, 7/5/1987 tarihli ve 3359 sayili Saglik Hizmetleri Temel Kanunu
ile 10/7/2018 tarihli ve 1 sayili Cumhurbaskanhgi Teskilati Hakkinda Cumhurbaskanhgi
Kararnamesinin 378 inci maddesinin altinci fikrasi ve 508 inci maddesine dayanilarak hazirlanmistir.

Tanimlar

MADDE 4 — (1) Bu Yonetmelikte gecen;

a) Agik veri: Ucretsiz olarak veya hazirlanma maliyetini gegmeyecek sekilde internet {izerinden
herkesin erisimine sunulan, Gzerinde herhangi bir fikri milkiyet hakki bulunmayan ve herhangi bir
amacla serbestce kullanilabilen, makineler tarafindan okunabilen ve boylelikle diger veriler ve
sistemlerle birlikte calisabilen, anonim hale getirilmis veriyi,

b) Acik saglik verisi: Acik veri haline getirilen saglik verisini,

c) Anonim hale getirme: Kisisel verilerin, baska verilerle eslestirilerek dahi hicbir surette kimligi
belirli veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek hale getirilmesini,

¢) Bakanhk: Saglik Bakanhgini,

d) e-Nabiz: ilgili kisilerin saglik verilerine kendilerinin, hekimlerin veya yetki verdikleri tgiinci
kisilerin erisimini saglayan, e-Devlet uygulamalarina uygun olarak Bakanlik¢a kurulan sistemi,

e) Genel Mudurlik: Saglik Bilgi Sistemleri Genel Miidarligiing,

f) ilgili kisi: Kisisel verisi islenen gercek kisiyi,

g) ilgili kullanici: Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden sorumlu
olan kisi ya da birim haric olmak {izere veri sorumlusu organizasyonu igerisinde veya veri
sorumlusundan aldigi yetki ve talimat dogrultusunda kisisel verileri isleyen kisileri,

g) KamuNET: Kamu kurum ve kuruluslari arasindaki veri iletisiminin saglanmasi, bu veri
iletisiminin internete kapali, fiziksel ve siber saldirilara karsi daha glivenli sanal bir ag lzerinden
yapilmasi, siber glivenlik risklerinin minimize edilmesi, mevcut ve kurulacak olan giivenli kapali devre
¢Ozlimlere standart saglanmasi, ortak uygulamalar igin uygun alt yapinin tesis edilmesi amaclariyla
Ulastirma ve Altyapi Bakanligi tarafindan gelistirilen projeyi,

h) Kanun: 24/3/2016 tarihli ve 6698 sayil Kisisel Verilerin Korunmasi Kanununu,

1) Kimliksizlestirme: Kisisel verilerin; kimligi belirli veya belirlenebilir gercek kisiyle
iliskilendirilememesi icin teknik ve idari tedbirlerin alinmasi sartiyla ve farkli bir ortamda muhafaza
edilen diger verilerle bir araya getirilmeksizin ilgili kisiyle iliskilendirilemeyecek sekilde islenmesini,

i) Kisisel veri: Kimligi belirli veya belirlenebilir gercgek kisiye iliskin her tirlu bilgiyi,

j) Kisisel saghk verisi: Kimligi belirli ya da belirlenebilir gercek kisinin fiziksel ve ruhsal saglgina
iliskin her tirli bilgi ile kisiye sunulan saglik hizmetiyle ilgili bilgileri,

k) Kisisel verilerin imha edilmesi: Kisisel verilerin silinmesi, yok edilmesi veya anonim hale
getirilmesini,

I) Kisisel verilerin islenmesi: Kisisel verilerin tamamen veya kismen otomatik olan ya da
herhangi bir veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla elde edilmesi,
kaydedilmesi, depolanmasi, muhafaza edilmesi, degistirilmesi, yeniden diizenlenmesi, agiklanmasi,



aktarilmasi, devralinmasi, elde edilebilir hale getirilmesi, siniflandirilmasi ya da kullanilmasinin
engellenmesi gibi saglik verileri tGizerinde gergeklestirilen her tirli islemi,

m) Kisisel verilerin silinmesi: Kisisel verilerin ilgili kullanicilar icin hicbir sekilde erisilemez ve
tekrar kullanilamaz hale getirilmesi islemini,

n) Kisisel verilerin yok edilmesi: Kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erisilemez,
geri getirilemez ve tekrar kullanilamaz hale getirilmesi islemini,

o) Kurul: Kisisel Verileri Koruma Kurulunu,

0) Kurum: Kisisel Verileri Koruma Kurumunu,

p) Maskeleme: Kisisel verilerin belirli alanlarinin, kimligi belirli veya belirlenebilir bir ger¢ek
kisiyle iliskilendirilemeyecek sekilde silinmesi, Ustlerinin ¢izilmesi, boyanmasi ve yildizlanmasi gibi
islemleri,

r) Merkezi saglk veri sistemi: Bakanlik tarafindan olusturulan kisisel saglik verilerinin toplandigi
veri sistemini,

s) Saglik hizmeti sunucusu: Saghk hizmetini sunan veya Ureten gergek kisiler ile kamu hukuku
ve 0zel hukuk tizel kisilerini,

s) Veri sorumlusu: Kisisel saglik verilerinin islenme amaglarini ve vasitalarini belirleyen, veri
kayit sisteminin kurulmasindan ve yonetilmesinden sorumlu olan gergek veya tlzel kisiyi,

ifade eder.

(2) Bu Yonetmelikte yer almayan tanimlar i¢cin Kanundaki tanimlar ile Kurum tarafindan yapilan
ikincil diizenlemelerde yer verilen tanimlar gegerlidir.

iKiNci BOLUM
Genel ilke ve Esaslar

Genel ilke ve esaslar

MADDE 5 — (1) Kisisel verilerin islenmesinde Kanunun 4 (inci maddesinde yer alan genel ilkeler
basta olmak lizere, Kanunda yer alan bitin esaslara riayet edilir.

(2) Herkesin saglik durumunun takip edilebilmesi ve saglik hizmetlerinin daha etkin ve hizl
sekilde yiritilmesi maksadiyla, Bakanlik ile bagl ve ilgili kuruluslarinca gerekli kayit ve bildirim
sistemi kurulur. Bu sistem, e-Devlet uygulamalarina uygun olarak elektronik ortamda da
olusturulabilir. Bu amagla Bakanlik tarafindan, bagh ve ilgili kuruluslari da kapsayacak sekilde Ulke
¢apinda bilisim sistemleri kurulabilir.

(3) Hig kimse, saglk hizmeti sunumu icin gerekli olan durumlar haricinde ge¢mis saghk
verilerinin dokimini sunmaya veya gostermeye zorlanamaz.

(4) Saglik hizmeti sunuculari tarafindan; banko, gise ve masa gibi bélimlerde yetkisi olmayan
kisilerin yer almasini 6nleyecek ve ayni anda yakin konumda hizmet alanlarin birbirlerine ait kisisel
verileri duymalarini, gérmelerini, 6grenmelerini veya ele gegirmelerini engelleyecek nitelikte gerekli
fiziki, teknik ve idari tedbirler alinir.

(5) Saglhk hizmeti sunuculari, tahlil ve tetkik sonuglari gibi hastaya ait kisisel saglik verilerini
iceren basili materyal izerinde gerekli kismi kimliksizlestirme veya maskeleme tedbirlerini uygular ve
s6z konusu materyalin yetkisiz kisilerin eline gecmesi halinde kime ait oldugunun tespit edilmesini
zorlastiracak diger tedbirleri alir.

(6) Herkes, veri sorumlusuna basvurarak kendisiyle ilgili olarak Kanunun 11 inci maddesinde
yer alan haklari kullanabilir.

(7) Veri sorumlusuna basvuruda, Kanunun 13 d{nci maddesi ile Kurum tarafindan
hazirlanarak 10/3/2018tarihli ve 30356 sayili Resmi Gazete’de yayimlanan Veri Sorumlusuna Basvuru
Usul ve Esaslari Hakkinda Teblig hiikiimlerine riayet edilir.

(8) Aydinlatma yukimlaligiunin yerine getirilmesinde, Kanunun 10 uncu maddesi ile Kurum
tarafindan hazirlanarak 10/3/2018 tarihli ve 30356 sayili Resmi Gazete’de yayimlanan Aydinlatma
YikamlGlGginin Yerine Getirilmesinde Uyulacak Usul ve Esaslar Hakkinda Teblig hikiimlerine riayet
edilir.

UcUNCU BOLUM
Kisisel Saglik Verilerine Erigim
Saglik personelinin verilere erisimi



MADDE 6 - (1) Saglik hizmeti sunumunda gorevli kisiler; ilgili kisinin saglk verilerine ancak,
verilecek olan saglik hizmetinin geregi ile sinirl olmak kaydiyla erisebilir.

(2) e-Nabiz hesabi bulunan kisilerin saghk verilerine, kendi gizlilik tercihleri cercevesinde erisim
saglanir. ilgili kisiler, gizlilik tercihleri ve sonuglari konusunda ayrintil sekilde bilgilendirilir. Gizlilik
tercihi ve gegcmis saglik verilerinin gérintilenememesi nedeniyle saglik hizmeti sunumunda meydana
gelebilecek aksaklik ve zararlardan Bakanlik sorumlu olmaz.

(3) e-Nabiz hesabi bulunmayan kisilerin saglk verilerine ise Kanunun 6 nct maddesinin Gglinci
fikrasinda yer alan istisnai amaglarla sinirli olmak Gzere ancak;

a) Kisinin kayith oldugu aile hekimi tarafindan herhangi bir siire siniri olmaksizin,

b) Kisinin saglk hizmeti almak izere randevu aldig1 hekim tarafindan, randevunun alindigi giin
ile sinirli olmak kaydiyla ve alinan saglik hizmeti ile dogrudan baglantili islemler sonlanana kadar,

c) Kisinin saghk hizmeti almak Uzere giris yaptigl saghk hizmeti sunucusunda gérev yapan
hekimler tarafindan, yirmi dort saat stire ile sinirli olmak kaydiyla,

¢) Hastanin yatisinin yapildigi saghk hizmeti sunucusunda gérev yapan hekimler tarafindan,
hasta saglik hizmeti sunucusundan taburcu olana kadar,

erisilebilir.

(4) (Danigtay Onuncu Dairesinin 17/10/2023 tarihli ve E.:2019/10544; K.:2023/5655 sayili
karan ile iptal fikra; Uciincii fikrada yer alan erisim kurallari, Bakanligin saglik hizmeti sunumu
ihtiyaglarina gére ve Kanunun 6 nci maddesinin lgiincii fikrasi kapsaminda Genel Miidiirliik
tarafindan yeniden degerlendirilebilir. Béyle bir durumda aydinlatma yiikiimliiliiGi kapsaminda
gereklilikler saglanir.)

(5) Gegmis saghk verilerinin herhangi bir kimse tarafindan erisilmesini istemeyen kisilere ilgili
gizlilik tercihi e-Nabiz tizerinden sunulur. Bu gizlilik tercihini kullanan kisilerin gegmis saglik verilerine
ancak kisinin kendisi tarafindan beyan edilen telefon numarasina génderilecek olan kodun hekim ile
paylasiimasi ve hekim tarafindan sisteme girilmesi halinde erisilebilir.

(6) Mahremiyet dizeyi daha yiksek olan, baskalari tarafindan goérilmesi ve bilinmesi halinde
kisilerin sosyal hayatini ve ruh saghigini olumsuz etkileme riski tasiyan kisisel saglik verileri Bakanlik¢a
belirlenir ve saglik personelinin bu verilere erisimine olcilu kisitlar getirilebilir.

Bakanlik birimlerinin verilere erigimi

MADDE 7 - (1) Saghk hizmeti sunuculari tarafindan merkezi saghk veri sistemine
kimliksizlestirilerek gonderilen saglik verilerini, iliskisel veri tabani aracilig ile ait olduklari kisilerle
eslestirmeye vyetkili kisileri Bakanligin birim amirleri ayri ayri belirler ve Genel Mudirliikten bu
kisilerin yetkilendirilmesini talep eder. Her birimin amiri, kendi biriminden en fazla Ug¢ kisinin
yetkilendirilmesini talep edebilir.

(2) Birim amirinin talebi lizerine Genel Mudiirlik¢e yetkilendirilen kullanicilar bu yetkiyi,
yalnizca saglk hizmetleri ile finansmaninin planlanmasi ve yonetimi ile (Danistay Onuncu Dairesinin
17/10/2023 tarihli ve E.:2019/10346; K.:2023/5654 sayili karan ile iptal ibare; denetleme ve
diizenleme) gorevleri kapsaminda, kisisel veri koruma mevzuati ilkelerine uygun olarak kullanabilirler.

(3) Saglik hizmetleri ile finansmaninin planlanmasi ve yonetimi amacinin sinirlari, yasal ve idari
dizenlemelerde ilgili birime verilen gorevler lizerinden belirlenir.

Cocuklarin saglik verilerine erisim

MADDE 8 — (1) Ebeveynler, cocuklarina iliskin saghk kayitlarina herhangi bir onaya ihtiyag
duyulmaksizin e-Nabiz lzerinden erisebilir. Ayirt etme glicline sahip ¢ocuklar, saghk ge¢mislerine
ebeveynlerinin erisimini e-Nabiz lizerinden izne tabi tutabilir.

(2) Anne ve babanin bosanmasi halinde velayet hakki izerinde birakilmayan taraf, cocuk ile
velinin faydasi gozetilmek suretiyle kisisel verilerin korunmasi mevzuatina uygun sekilde ve Genel
Muddrlikce belirlenen sinirlar gcercevesinde ¢ocuga iliskin saglik verilerine erisebilir.

Saglik verilerine hasta yakinlarinin erigimi

MADDE 9 - (1) Kisisel saglk verilerinin hasta yakinlari ile paylasiminda, Kanun ilkelerine
aykirilik teskil etmeyecek sekilde, 1/8/1998 tarihli ve 23420 sayili Resmi Gazete’de yayimlanan Hasta
Haklari Yonetmeliginin 18 inci maddesinin Uglincii fikrasina uygun hareket edilir.

Saglik verilerine avukatlarin erigimi



MADDE 10 - (1) Avukatlar, mivekkilinin saglik verilerini genel vekaletname ile talep
edemezler. Mivekkiline ait saglk verilerinin avukata aktarilmasi icin dlzenlenmis olan
vekaletnamede, ilgili kisinin 6zel nitelikli kisisel verilerinin islenmesi ve aktarilmasina iliskin agik
rizasini gosteren 6zel bir hilkkiim bulunmasi gerekir.

Oliiniin saghk verilerine erisim

MADDE 11 - (1) Olmis bir kimsenin saghk verilerini almaya, veraset ilamini ibraz etmek
suretiyle murisin yasal mirasgilari minferit olarak yetkilidir.

(2) Olmiis bir kimsenin saglik verileri, en az 20 yil siire ile saklanir.

DORDUNCU BOLUM
Kisisel Saglik Verilerinin Gizlenmesi, Diizeltilmesi,
imha Edilmesi ve Aktariimasi

Kisisel saglik verilerinin gizlenmesi

MADDE 12 -(1) Hakkinda gizlilik karari verilen kisilere ait verilerin gizlenmesi igin yargi
makamlari tarafindan génderilen miizekkerenin geregi il saglik midirlGgi tarafindan yerine getirilir.
il saghk midurliga tarafindan tesis edilen islem dogrudan Kimlik Paylasim Sistemine de yansir. Gizlilik
kararlarinin sadece gorevi geregi bilmesi gereken kisiler tarafindan bilinmesini saglamak tzere gerekli
her tiirlG teknik ve idari tedbirler alinir.

Kisisel saglik verilerinin diizeltiimesi

MADDE 13 — (1) ilgili kisi, kendisi hakkinda sehven olusturulan saglik verilerinin diizeltiimesi
hususunda saglik verisinin olusturuldugu saghk hizmeti sunucusunun bagl bulundugu il saglk
midirligine basvurur. il saghk midirligd, ilgili saglik hizmeti sunucusunda yapacagl arastirma
neticesinde saglik verisinin sehven olusturuldugu bilgisine ulasirsa resmi yazi ile Genel Mudurlige
basvurur ve sehven olusturulan saglik verisinin diizeltilmesini ister.

(2) Genel Mudurlak tarafindan tesis edilecek islem, saglk hizmeti sunucusunun kendi veri
tabaninda da gerceklestirilir.

(3) Genel Midiirlak, saglik hizmeti sunuculari tarafindan olusturulan saglik verilerinin kendileri
tarafindan dizeltilebilecegi tarihi belirler ve bu tarihi ihtiyaca gore ginceller. Genel Mudirliikce
belirlenen bu tarihten sonra olusturulan saglik verileri ilgili saghk hizmeti sunucusu tarafindan; bu
tarihten once olusturulan saghk verileri ise ilgili il saglik muidurliginiin talebi (izerine Genel
Mudurliikge dizeltilir.

Kisisel saglik verilerinin imha edilmesi

MADDE 14 -(1) Kisisel verilerin imha edilmesinde, Kanunun 7 nci maddesi ile Kurum
tarafindan hazirlanarak 28/10/2017 tarihli ve 30224 sayili Resmi Gazete’de yayimlanan Kisisel
Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yénetmelik hiikiimlerine
riayet edilir.

Kisisel saglik verilerinin aktarilmasi

MADDE 15 - (1) Kisisel saglk verilerinin yurticinde aktariminda Kanunun 8 inci maddesine,
yurtdisina aktariminda ise Kanunun 9 uncu maddesine riayet edilir.

(2) Kisisel saghk verilerinin, Kanunun 8 inci maddesinin ikinci fikrasinin (b) bendi ile tglinci
fikrasi ve 28 inci maddesi kapsaminda kamu kurum ve kuruluslarina aktarilmasi i¢in protokol
diizenlenir. Dizenlenen protokolde, kisisel veri koruma mevzuatinin genel ilkeleri ile veri glivenligine
iliskin hiikiimlere ve protokol kapsaminda hangi verilerin aktarilacagina yer verilir. Verilerin aktarimi,
teknik altyapinin uygun olmasi halinde KamuNET Uzerinden gercgeklestirilir.

(3) Kisisel saglik verilerinin aktarimi talepleri, talep edilen saglik verilerinin ilgili oldugu Bakanhk
birimi tarafindan Kanun ve ilgili diger mevzuat acisindan degerlendirilir, degerlendirme sonucuna
gore Genel Mudiirlikge islem tesis edilir.

BESINCIi BOLUM
Bilimsel Amaglarla isleme ve Agik Saghk Verisi

Bilimsel amaglarla isleme

MADDE 16 — (1) Kanunun 28 inci maddesinin birinci fikrasinin (b) bendi kapsaminda veri
sorumlusu tarafindan anonim hale getirilen kisisel saglik verileri ile bilimsel ¢alisma yapilabilir.



(2) Kanunun 28 inci maddesinin birinci fikrasinin (c) bendi kapsaminda kisisel saglik verileri, ilgili
kisilerin 6zel hayatin gizliligini veya kisilik haklarini ihlal etmemek ya da suc teskil etmemek kaydiyla
alinacak teknik ve idari tedbirler cercevesinde, bilimsel amaglarla islenebilir.

Acik saghk verisi

MADDE 17 - (1) Genel Mudirluk tarafindan, Bakanhgin merkez ve tasra teskilati ile bagh ve
ilgili kuruluslarinda kullanilan sistemlerde yer alan verilerin, veri mahremiyeti ile veri giivenligine
iliskin dizenlemeler g6z 6niinde bulundurularak, saglik sisteminde seffafligi ve hesap verilebilirligi
temin etmek, saghk hizmeti sunumuna iliskin politika ve stratejilere yoén vermek, saglk alaninda
yapilacak bilimsel arastirmalara destek olmak ve saghga iliskin Grlin ve hizmetlerin gelistirilmesini
saglamak amaclariyla, bu konuya 0Ozel olarak tahsis edilen bir internet sitesi lizerinden herkesin
erisimine acilmasina iliskin us(l ve esaslar Bakanlikca belirlenir.

ALTINCI BOLUM
Veri Giivenligi

Veri giivenligine iliskin yukiimliiliikler

MADDE 18 - (1) Kanunun 12 nci maddesinde yer alan veri giivenligine iliskin yikimlaliklere
riayet edilir. Teknik ve idari tedbirlerin alinmasinda, Kurum tarafindan hazirlanan Kisisel Veri
Guvenligi Rehberi esas alinir.

(2) islenen kisisel verilerin kanuni olmayan yollarla baskalari tarafindan elde edilmesi halinde
veri sorumlusu tarafindan Kurula yapilacak bildirimde Kanun hikimleri ile Kurulun bu hususa iliskin
dizenleyici islemleri esas alinir.

Bilgi glivenligi

MADDE 19 — (1) Bakanlik merkez birimleri ve tasra teskilati ile bagh ve ilgili kuruluslarda
yaratalen bilgi glvenligi strecleri, Genel Miudirlik tarafindan hazirlanan Bilgi Guvenligi Politikalari
Yonergesi ile belirlenir.

Yeterli onlemler

MADDE 20 — (1) Ozel nitelikli kisisel verilerin islenmesinde ayrica, Kanunun 6 nci maddesinin
dordiinct fikrasi ile 22 nci maddesinin birinci fikrasinin (¢) bendi uyarinca Kisisel Verileri Koruma
Kurulu tarafindan yapilan ikincil diizenlemelerde yer alan yeterli 6nlemlere riayet edilir.

YEDINCi BOLUM
Cesitli ve Son Hiikiimler

Yaptirim

MADDE 21 -(1) Bu Yoénetmelikle korunan kisisel verilere iliskin suglar ve kabahatler
bakimindan Kanunun 17 nci ve 18 inci maddelerine gore islem yapilir.

(2) Bu Yonetmelik gereklerini yerine getirmeyen kamu gorevlileri icin bagl olduklari disiplin
amirligine bildirim yapilir ve varsa yetkileri iptal edilir. Gergek kisiler ve 6zel hukuk tiizel kisileri
hakkinda ilgili mevzuata gore islem yapilir.

(3) Merkezi saglik veri sistemine Bakanlik¢a belirlenen usul ve esaslara uygun bir sekilde veri
gonderimi yapmayan saglik hizmeti sunucularina, 3359 sayil Saglk Hizmetleri Temel Kanununun Ek
11 inci maddesinin tglincl fikrasina gore islem tesis edilir.

Hiikiim bulunmayan haller

MADDE 22 —(1) Kisisel saghk verilerinin islenmesi ile ilgili olarak bu Yonetmelikte hikim
bulunmayan hallerde; Kanun ve ilgili ikincil diizenlemeler uygulanir.

Yurirliikten kaldirilan yénetmelik

MADDE 23 — (1) 20/10/2016 tarihli ve 29863 sayili Resmi Gazete'de yayimlanan Kisisel Saghk
Verilerinin islenmesi ve Mahremiyetinin Saglanmasi Hakkinda Yénetmelik yiiriirlikten kaldiriimistir.

Yurirliik

MADDE 24 - (1) Bu Yonetmelik yayimi tarihinde yururliige girer.

Yiriitme

MADDE 25 - (1) Bu Yonetmelik hiikimlerini Saghk Bakani yaratr.



